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ABSTRACT

Generally, Application Access Monitoring System is a system that detects user's activities. This system is implemented in Local Area Network (LAN) environment. The goal of this system is to help system administrators to view the users activities in real-time. Besides, activities that tracked will automatically save for later retrieval. The Application Access Monitoring System also displaying the server running process. The Application Access Monitoring System can be grouped into few stages; Analysis, Design, Implementation and Testing. In Analysis phase, a methodology was used because its deliverables of every stage matches the project milestones requirements. In the Implementation Phase the development of data, processes and interfaces of the system is started. To develop this system the VB6 language had been choose. While in testing phase, the Application Access Monitoring System is test in order to ensure that the system meets all the requirements. Lastly, for the conclusion this system strength and weaknesses are state for further studied.
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CHAPTER I

INTRODUCTION

1.1 Project Background

Application Access Monitoring System is an application that detects the activities doing by users on Windows platform based on date and time accessing applications in a Local Area Network (LAN). This is one of the effectiveness monitoring system that can be used by the system administrator. This system can monitor all computers in LAN remotely from a single administrator’s PC. This helps the system administrator to keep an eye on users activities.

This system will track date and time for every single activities that users are doing. Application Access Monitoring System capture windows that is active together with the time. Firstly, install the Application Access Monitoring System at server and client PCs. Then, assign static IP Address to the server and all the clients. Then, start runs both application at server and clients. All the application users’ access together with date and time will be kept automatically in log file for administrators to view anytime they want.
1.2 Problem statement

To the best of my knowledge, there are many current systems that can track the users’ activities, the date, time and duration of time accessing an application. Here, there is one system known as Spy Lantern Keylogger that has been studied in order to take the ideas in implementing the new system. Spy Lantern Keylogger is a standalone system. It can detect all the users’ activities only in that PC. It is not suitable for remote monitoring activities.

In the Application Access Monitoring System, the administrator can capture activities not only in that PC, but also remote PCs which have been installed with the Application Access Monitoring System agent. This system is client server architecture. The system administrator can view activities doing by clients in one single PC.

1.3 Objective

- Develop the Application Access Monitoring System using Visual Basic.
- To track the application access, date access and time access based on PC IP Address that had been assigned manually.
- To log the users activities automatically.

1.4 Scopes

The Application Access Monitoring System can only running on Windows platform. The server agent PCs and the client agent PC will be running Windows XP Professional.
There are two users’ levels; administrators and users. The administrator is responsible to manage the Administrator database, the PC Account database and Statistic database. The system administrator can edit the databases; create, add, delete, view, save and search records. Another user are clients/users itself which is using the PC installed with the client agent of Application Access Monitoring System.

This system can only trace date and time accessing applications.

1.5 Project significance

The Application Access Monitoring System has several significances. Firstly, we can determine applications that access by user frequently. The most important is, this is a remote monitoring activity application and track activities based on IP Address.

1.6 Expected Output

Application Access Monitoring System is a system used by the system administrators to monitor the users activities based on application access, date access, and time access. This system also has disadvantages where the system will be running only in Windows platform. Both the agent PCs and system administrator PC will be installed with the Windows XP.
1.7 Conclusion

This chapter discussed on the Application Access Monitoring System background. This system is implemented due to problem to track the date, time, and total time spent on applications users' access. This system will be running on Windows platform. This system is suitable for administrator to keep track on the users' activities in LAN environments.

Next chapter, chapter II, will be discussing on the Literature Review and Project Methodology. Examples of case studies and journal will be provided. Project methodology will be focusing on steps of system development from the beginning till the system is finished. Projects requirements will be defined and Gantt chart will be developed to monitor the project planning and schedule.
CHAPTER II

LITERATURE REVIEW AND PROJECT METHODOLOGY

2.1 Introduction

In this chapter, we will review about the current systems in order to understand the way to develop Application Access Monitoring System. The current systems are studied to give clear understanding on how the system is functioning. The basic ideas of the system that will be implemented also being gathered to develop a good system.

2.2 Fact and finding

2.2.1 Study of the current system.

To implement the Application Access Monitoring System, a few similar systems had been studied. The first system is PsTools. PsTools is a set of command line utilities that allow administrator to manage local and remote systems. All of the utilities in the PsTools suite work on Windows NT, Windows 2000, Windows XP and Windows Server 2003. This application, doesn't even need to install any client software on the remote computers at which administrator target. Run them by typing their name and any command-line options administrator want. The feebleness of this program is, the administrator needs to familiar with the command line system in order to use this
application. Besides, administrator need to know the target client name/IP Address to start monitor their activities.

Below are the commands to view the client’s activities:

1. **PsExec** – execute processes remotely
2. **PsFile** – shows files opened remotely
3. **PsGetSid** – display the SID of a computer or a user
4. **PsInfo** – list information about a system
5. **PsKill** – kill processes by name or process ID
6. **PsList** – list detailed information about processes
7. **PsLoggedOn** – see who’s logged on locally and via resources sharing
8. **PsLogList** – dump event log records
9. **PsPasswd** – changed account passwords
10. **PsService** – view and control services
11. **PsShutDown** – shuts down and optionally reboots a computer
12. **PsSuspend** – suspend and resume processes

![Example of output from PsGetSid and PsInfo command](image)
Next similar application that studied is Kaseya. Kaseya is perfect for IT Administrators and Managed Service Providers who are interested in reducing complexity, increasing productivity, augmenting and expanding service offerings while increasing customer satisfaction and maximizing ROI. Kaseya has many functions which are:

1) **Inventory/audit** – Kaseya Computer Audit and Discovery provides automatic audits of your servers, workstations and remote computers. Flexible scheduling provides the administrator with full control to completely automate the computer audit function.

2) **Patch Management** – Kaseya Patch Management provides automatic discovery of all missing patches and updates. Flexible scheduling provides the administrator with full control to completely automate the patch scan function.

3) **Remote Desktop Management** – Kaseya Remote Desktop Management provides the tools needed for secure remote access to managed computers. Complete configuration of the remote control function is available to the administrator. Passwords, notification method, screen mode and control level. In addition, end users can optionally block remote control on their computers.

4) **LAN and Computer Monitoring** – Kaseya LAN and Computer Monitoring give IT professionals the ability to know what is going on with their networks. With little effort and minimal time, you can proactively monitor servers, workstations, remote computers, Windows Event Logs and applications.

5) **Help Desk and Trouble Ticketing** – Kaseya Help Desk and Trouble Ticketing assists IT professionals to manage user expectations and keep a history of all issues and resolutions.

6) **Software Deployment** – Kaseya Software Deployment provides the flexibility and reliability needed to deploy applications and updates automatically.

7) **Backup and Disaster Recovery** – provides real-time automated disk backup, disk imaging, file level backup and bare-metal restore for Windows servers and workstations.