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ABSTRACT

The main purpose of this project is to capture packets that pass through a computer to which connects Internet. All the data in the packets can be viewed and analyzed.

The system supports 78 types of protocol from Application Layer of the Open System Interconnection model. 15 types of protocol from User Datagram Protocol and 63 types of protocol from Transmission Control Protocol of the Transport Layer.

This program uses Windows as platform and the raw socket method to get direct access to the DataLink layer.

This application is developed using the Application Programming Interface sockets and Microsoft Visual C++ 6.0.

This project is a helpful monitoring tool. It also is very helpful for network administrator and anyone who interested in network traffic going through the computer.
ABSTRAK

Tujuan utama projek ini adalah mendapatkan paket yang melepasi komputer. Semua data di dalam paket boleh dilihat dan kemudian data ini akan dianalisa.


Program ini menggunakan Wimdows sebagai landasan dan menggunakan raw socket untuk berhubung terus dengan datalink layer.

Program ini menggunakan soket Aplikasi Pengaturcaraan Antaramuka dan ia dibina di dalam Microsoft Visual C++ 6.0.

Kesimpulannya, projek ini merupakan alat pemantauan yang sangat membantu. Ia juga sangat membantu bagi pentadbir rangkaian dan sesiapa sahaja yang berminat dalam trafik rangkaian komputer yang melepasi komputer tersebut.
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CHAPTER 1

INTRODUCTION

1.0 INTRODUCTION

Network monitoring is an important tool for network. Without monitoring, it is difficult to judge whether changes made to the network can either improve the network performance or degraded it. Consequently, there are several reasons for performing network monitoring.

Perform some kind of network monitoring help a given company to be more efficient. For example, some kind of warnings or errors on the network may be detected and corrected before some bad situations arise and cause a loss of business productivity.

Network monitoring can also improve the security of a company. This will ensure that the business can run more efficiently and smoothly. If any problem arises, it can be determined and solved quickly.

Therefore, network monitoring is quite an important task that needs to be done by corporate network administrators, managers or other people who involve in its charge.
1.1 PROJECT BACKGROUND

The purpose of this project is to develop a program that monitors network traffic that passes through a computer and eavesdrops on the network traffic. Similar to a telephone wiretap that allows the FBI to listen on other people's conversations, a sniffing program lets someone listen in on computer conversations. However, computer conversations consist of apparently random binary data. Therefore, this program also comes with a feature known as protocol analysis, which allows user to decode the network traffic and turn it into network information that can be used by network administrator.

This program which runs on the computer connected to the Internet using a modem, which can tell user’s IP address as well as the IP addresses of the web servers whose sites are visiting. Also, it can view all the unencrypted data that travels from the computer, to the Internet which includes passwords and other sensitive data which are not secured by encryption that pass through that computer.

This project is developed in Microsoft Windows XP.

1.2 PROBLEM STATEMENT

By using this system, user can capture packets and view the data packets. The system views the data packets through a console window. User can view the entire data packets that travel from the computer to the Internet or vice versa which includes passwords and other sensitive data that are not secured by encryption.
1.3 OBJECTIVES

i. To capture packets and IP headers
ii. To view type of protocol of the packets
iii. To analyze the packets in term of network protocols

1.4 SCOPES

i. To view the data in the packets and IP headers such as port number, packet’s size and IP header’s size.
ii. To view the type of protocol for the packets from Transport Layer and Application Layer of the OSI model.
iii. To count and view the total of each type of protocol that has been captured

1.5 PROJECT SIGNIFICANCE

This system is helpful for:

- Network administrators in troubleshooting, analysis, software and protocol development by analyzing the type of protocol for the packets
- Programmers to check the packets that they are trying to send
- Students to learn internal network protocol
1.6 EXPECTED OUTPUT

Some assumptions are made for this system to make sure its' smoothness and effectiveness. Assumption made during developing this system is:

i. The program is able to capture packets and IP header
ii. The program is able to view type of protocol of the packets
iii. The program is able to analyze the packets

At the end of the development phase, this program must be able to capture and analyzed the data in the packets.

1.7 CONCLUSION

In conclusion, this chapter has explained in detail all the information and studies that are related to the development planning for the program. Studies on the concept of the system gives a lot of information and helps to understand better the development of the program. This is essential to ensure all the development tools that are going to be used are correct and suitable. Next chapter will describe about literature review.
CHAPTER II

LITERATURE REVIEW AND PROJECT METHODOLOGY

2.1 INTRODUCTION

This program is using Windows XP as its platform and it does not use the sock packet method which is restricted to Windows, but uses the packet filter method which is the newer way to get direct access to the datalink layer. This application is developed using the API sockets and Microsoft Visual C++ 6.0.

2.2 FACT AND FINDING

2.2.1 Network Monitoring

Network monitoring is a tool to monitor the network. It is a process of viewing and analyzing network traffic.
Network monitoring software packages are used to capture network data frames and examine them. A software package that can analyze protocol information in a data frame often referred to as a protocol sniffer (Joseph W Habraken, 2003, Absolute Beginner's Guide to Networking, 395). The Monitoring Network by Capturing Packets Using C++ application is built as a network monitoring tool which is able to capture packets and analyze the protocol of the packets.

Most network monitoring and packet sniffing are geared for Ethernet network because it is the most commonly used network architecture (Joseph W Habraken, 2003, Absolute Beginner's Guide to Networking, 395).

Networking monitoring is an important tool to detect failure in network system. This can notify the network administrator in case of outages via email, pager or other alarms.

2.2.2 Ethereal

The Monitoring Network by Capturing Packets Using C++ application is based on Ethereal. Ethereal is a network packet analyzer. A network packet analyzer will try to capture network packets and tries to display that data packets as detailed as possible. It can be a standalone hardware device.

A network analyzer is a combination of software and hardware (Angela D Orebaugh, 2004, Ethereal Packet Sniffing, 4). It is composed of five basics part:

- Hardware
  It is a software-based and work with operating system and network interface cards (NICs)
- **Capture driver**
  It is a part to capture the raw network traffic from the cable. This is a core of network analyzer and capturing data can’t work without it.

- **Buffer**
  It is a component where captured data are stored.

- **Real-time analysis**
  It is a feature that analyzes the captured data.

- **Decode**
  It is a component used to display the captured data.

### 2.3 PROJECT METHODOLOGY

Methodology is a solution tree, or in a more general case, a directed acyclic graph, rooted at the problem statement and includes the system acceptance test that satisfies all of the goals in the problem statement. In terms of software methodology definition, a methodology is a study how to navigate through each phase of the software process model (determining data, control, or uses hierarchies, partitioning functions, and allocating requirements) and how to represent phase products (structure charts, stimulus-response threads, and state transition diagrams). Methodology is really important while developing certain software that act as a guidance that may affect the entire progress of the project. A suitable methodology usage may guide the developer through the whole project in order to meet the user requirement.
There's a lot of methodology type that has been created by the noble, such as OOAD (Object Oriented and Design), SSADM (Structured System Analysis and Design Method), SDLC (Software Development Life Cycle) and others that are not listed here. But in the network scheme, there's no specific methodology that can be referred as physical guidance on creating a good system. So, this methodology is created based on the planned project, Monitoring Network by Capturing Packets Using C++. Using the frame methodology, there will be some phases in the system that suits with the planned progress. 6 phases of the methodology:

1. Requirement Analysis
2. Architectural Design
3. Project Development
4. Testing
5. Documentation
6. Maintenance

Figure 2.7 below shows the exact graphical methodology of the proposed system.
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Figure 2.1 : The Frame Methodology